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**Abstract**— Modern integrated circuits, like Systems-on-Chip (SoCs) and micro-processors, are increasingly being targeted by both cyber and physical attacks. Software running on compromised hardware is not secure and often requires expensive hardware recall or redesign. While major strides have been made in mitigating cyberattacks through secure software development, compilation, and execution practices; physical attacks such as fault-injection attacks exploit hardware vulnerabilities, thereby bypassing software level protections. Given physical access to the target device, these attacks are highly effective in compromising the confidentiality, integrity, and availability of modern computing systems. Since the hardware is already fabricated, the cost of redesign to address physical vulnerabilities is very high. Thus, software and firmware based counter-measures against physical vulnerabilities provide a more cost-effective and adaptable solution. However, existing compiler frameworks lack built-in considerations for physical threats and do not implement targeted hardening techniques against physical attacks. In this work, we analyze physical threats from fault-injection at the software compilation stage. Subsequently, we model the attack based on physical design characteristics which can be addressed at compilation stage. Our proposed approach enables secure software compilation by integrating low-cost, physically aware hardening techniques, effectively enhancing system resilience against fault-injection attacks.
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